CIS Benchmarks are best practices for the secure configuration of a target system. CIS Benchmarks are the only consensus-based, best-practice security configuration guides both developed and accepted by government, business, industry, and academia. CIS Benchmarks are recognized by DoD Cloud Computing SRG, PCI DSS, HIPAA and NIST as a secure configuration standard. This recognition also applies to CIS Hardened Images.

CIS Hardened Images bring the globally recognized security configuration recommendations of the CIS Benchmarks to the cloud. Securely preconfigured virtual machine images are available to spin up immediately from the major cloud provider marketplaces.

Benefits of CIS Hardened Images

1. **Deploy preconfigured image across networks.**
   Administrators can feel confident knowing that the images conform to recommended cybersecurity best practices of the CIS Benchmarks.

2. **Eliminate upfront investments.**
   Avoid hardware purchasing, software licensing, and maintenance by working securely in the cloud.

3. **Scalable computing environment.**
   Work in an environment that can handle increased growth with ease.

4. **Trusted conformance.**
   CIS Hardened Images include reports showing conformance to the applicable CIS Benchmarks.

What are CIS Benchmarks?

CIS Benchmarks are best practices for the secure configuration of a target system. CIS Benchmarks are the only consensus-based, best-practice security configuration guides both developed and accepted by government, business, industry, and academia. CIS Benchmarks are recognized by DoD Cloud Computing SRG, PCI DSS, HIPAA and NIST as a secure configuration standard. This recognition also applies to CIS Hardened Images.

CIS Hardened Images are available in AWS Marketplace

For more information about CIS Hardened Images, visit [www.cisecurity.org/cis-hardened-images](http://www.cisecurity.org/cis-hardened-images) or email cloudsecurity@cisecurity.org