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Single product with full suite of 

collaboration capabilities

Multi-device (mobile, desktop) access with 

ability to function in low-bandwidth 

environments

Enterprise management administrative

control and IT integration

Data retention service supports archiving 

and data privacy protection

Federated SaaS, self-hosted, and 

air-gapped deployment options

Advanced end-to-end encryption (E2EE)

Enhanced security on personal devices 

without the need for VPN or special software

AWS Wickr
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What can I do with bots?

• Bots can be used to integrate Wickr 

with third-party systems 

• Build custom workflows tailored to your 
enterprise

• Manage internal communications and processes
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Amazon GuardDuty

Amazon GuardDuty

Improve security operations visibility

Assist security analysts in investigations and

automate remediation

Identify files containing malware

Detect and mitigate threats in your 

container environment
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AWS WAF: A web application firewall

AWS WAF

Multi-layered security controls to protect 

against sophisticated attacks

Low operation overhead: Fully managed 

service with ready to use built-in rules

Customizable security: Customer

customizable rules available

Frictionless setup: No application 

change required
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Get started

Discovery workshop AWS Security Immersion Day Start a free trial

Schedule a deep dive 

into specific use cases 

and desired outcomes 

Participate in a guided 

day of security and 

privacy with AWS 

solutions architects

Sign up for a 90-day 

free trial in the AWS 

Management Console
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Thank you!

© 2023, Amazon Web Services, Inc. or its affiliates. All rights reserved.

Please complete 
the session survey 
in the mobile app

Wesley L. Wood

Sr. Security Specialist 
Solutions Architect

Amazon Web Services

wickr.com

aws.amazon.com/wickr

wickr-interest@amazon.com

@myWickr

@AWSecurityInfo
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