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AWS SSO is now IAM Identity Center

• One place to create or connect your 
workforce identities and centrally 
manage secure access across AWS

• Freedom to choose your preferred 
identity source for use across AWS

• Multi-account permissions to manage 
fine-grained access at scale 

• Application assignments to manage 
access to IAM Identity Center and other 
cloud applications

What changes

New service name

New console name

Improved 

console navigation

What does NOT change

No technical changes

No API changes
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IAM Identity Center (successor to AWS SSO)

One place for users 

and groups

Choose your identity source

IAM Identity Center directory

Microsoft Active Directory 

Domain Services

Okta Universal Directory

Microsoft Azure 

Active Directory

Other SAML 2.0 & SCIM 2.0 

compatible IdP

Authenticate

Sync

One sign-in for account and application access

One place to 

manage permissions

Access

AWS accounts

Multi-account 

permissions

One place to manage 

application access

Access

Integrated apps

SAML 2.0 apps

Application 

assignments

IAM Identity Center

Active Directory
Microsoft

Active Directory
Azure 

onelogin
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Administering IAM Identity Center from 
a member account

Administration task Delegated 

administrator account

AWS organization 

management account

Add, edit, or delete users or groups X X

Enable or disable user access X X

Enable, disable, or manage incoming 

attributes

X X

Change or manage identity sources X X

Create, edit, or delete applications X X

Configure MFA X X

Manage permission sets not provisioned in 

the management account

X X

Manage permission sets provisioned in the 

management account
X

Enable IAM Identity Center X

Delete IAM Identity Center configuration X

Enable or disable user access in the 

management account
X

Register or deregister a member account as a 

delegated administrator
X
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Customer managed policy support

NEW
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Customer managed policy support
H O W  I T  W O R K S

Inline policy

IAM Identity 

Center role

Users/
groups

Session duration

Relay state

AWS managed policies:

Custom inline permission policy

Tags

Customer managed policies:

Permission boundary: 

X, Y

AWS managed 

policies

X

Y

Z

A B C

D E F

G H I

Customer managed 

policies

Permission boundary

policies

J K L

J

A, D, G
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Let’s talk
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Thank you!
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