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We help companies like these manage digital 
experiences
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Cloud migration is rapidly maturing
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Moving to the cloud is the default now 
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But interdependencies prevail
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User experience relies on multiple services such as CDNs and DNS, API endpoints, and SaaS
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Customer digital experience
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Third-party APIs can be affected by internet 
connectivity



ISP impacts connectivity from US-EAST-2
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Digital Experience

Employee 

Digital ExperienceModern WAN

ThousandEyes internet and cloud intelligence

Scale Out – Collective – Algorithmic

Dashboards Visualizations Reports & Alerts APIs & Integrations

180+ Cities Around the World

Cloud
Vantage Points

ISP | Broadband | Cloud Provider

End-User 
Vantage Points

End-User Laptops and Desktops

Apple  |  Microsoft

Enterprise 
Vantage Points

Enterprise Data Centers, Branch Offices & VPCs

Cisco  |  Docker  |  JNPR |  Linux |  MSFT  |  VMW



Let’s consider a simple APP-API interaction

Internet



Step 1: Deploy ThousandEyes in a VPC 

• Deploy ThousandEyes Enterprise 
Agent as an Amazon EC2 
instance in your VPC 
– t2.medium

• Requirements:
– ThousandEyes account and SSH key pair 

– A VPC network (present by default in a 
new AWS account)

– An IP subnet in the VPC network (present 
by default in a new AWS account)

– Privileges to deploy a new AWS 
CloudFormation stack with 
an EC2 instance

Enterprise Agent Enterprise Agent

US-West-1 US-West-2 US-East-1

https://aws.amazon.com/cloudformation/
https://aws.amazon.com/ec2/


Deploy using AWS CloudFormation



Step 2: Set up a test to monitor connectivity paths 



App Experience
• Transaction scripting, page load

HTTP/DNS/RTP Server
• HTTP availability, response time, 

throughput

Scope and Domain
• Geo, HTTP phase, errors 

Network Metrics
• Packet loss, latency, jitter

Path Visualization
• Hop-by-hop; multipoint; bidirectional
• Metrics and data per hop
• Integrated outage detection

BGP Monitoring
• Reachability, path changes, updates

Correlated visibility in one view
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Step 3: Start monitoring your API endpoints



Step 4: Get insights into connectivity paths



Automation and integration

• Open, native REST APIs

• Full automation of 
configuration, operation, and 
data consumption

• Integrations with popular 
configuration automation tools, 
ITSM, and data platforms

• ThousandEyes GitHub

• developer.thousandeyes.com

https://github.com/thousandeyes
https://github.com/zuesmajor/ansible-thousand-eyes
https://github.com/thousandeyes/puppet-teagent
https://github.com/thousandeyes/cookbook-teagent
https://github.com/thousandeyes/salt-teagent
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Cloud adoption lifecycle best practices

Baseline 
performance from 
user locations to 
instance (latency, 

page load)

Ensure all sites can 
optimally connect 

to cloud/SaaS edge

Remediate 
providers

Test to 
cloud/SaaS  

instance from 
user locations 
(remote users, 

office locations)

Define success 
criteria, alerts for 

each location

Develop and train 
on escalation 
procedures

Proactively monitor 
network & application 

layers

Deploy endpoint 
agents for remote 

workforce

Set up self-service 
dashboards for 
internal users

Continuously 
monitor and 

optimize

Cloud 

Lifecycle

Readiness

Deployment

Operations
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